Informativa sul trattamento dei dati personali
Questo documento fornisce informazioni relative al trattamento dei dati personali connessi alla videosorveglianza sia con riferimento al Regolamento (UE) 2016/679 (GDPR) 

Il titolare del trattamento.
Il titolare del trattamento è il Comune di Cortina d’Ampezzo (BL) (indirizzo: Corso Italia, 33 - cap: 32043) che potrà essere contattato all’indirizzo email: protocollo@comunecortinadampezzo.bl.it, pec: cortina@pec.comunecortinadampezzo.it, oppure mediante posta cartacea all’indirizzo istituzionale.

Il responsabile della protezione dati.
I dati di contatto del Responsabile per la protezione dei dati personali sono presenti nel sito comunale alla pagina: https://www.comune.cortinadampezzo.bl.it/Privacy.  
Può essere contattato utilizzando la email: dpo@comunecortinadampezzo.it

Le finalità del trattamento e la base giuridica.
L’Ente tratta i dati personali per la seguente finalità:
	a) 	incrementare la sicurezza urbana e la sicurezza pubblica nonché la percezione delle stesse rilevando situazioni di pericolo e consentendo l’intervento degli operatori; 
b) 	prevenire, accertare e reprimere gli atti delittuosi, le attività illecite e gli episodi di microcriminalità commessi sul territorio comunale e quindi ad assicurare maggiore sicurezza ai cittadini nell’ambito del più ampio concetto di “sicurezza urbana” già richiamato; le informazioni sono condivise con altre forze di Polizia competenti a procedere nei casi di commissione di reati; 
c) 	tutelare gli immobili di proprietà o in gestione dell’Amministrazione Comunale e gli edifici pubblici e a prevenire eventuali atti di vandalismo o danneggiamento; 
d) 	controllare le aree considerate a maggiore rischio per la sicurezza, l’incolumità e l’ordine pubblico; 
e) 	al monitoraggio del traffico; 
g) 	ad acquisire elementi probatori in fattispecie di violazioni amministrative o penali; 
h) 	per controllare situazioni di degrado caratterizzate da abbandono di rifiuti su aree pubbliche ed accertare l’utilizzo abusivo di aree impiegate come discariche di materiali e di sostanze pericolose; 
i) 	monitorare il rispetto delle disposizioni concernenti, modalità, tipologia ed orario di deposito dei rifiuti; 
j) 	verificare l’osservanza di ordinanze e/o regolamenti comunali al fine di consentire l'adozione degli opportuni provvedimenti.


La base giuridica del trattamento è connessa allo svolgimento dei propri compiti di interesse pubblico o comunque connessi all’esercizio dei propri pubblici poteri e per l’adempimento degli obblighi di legge. Il conferimento dei dati (immagini) è obbligatorio e automatico per gli interessati e/o i veicoli che transitano nei luoghi ripresi.

Le modalità del trattamento.
Le immagini registrate permettono di identificare in modo diretto o indiretto le persone registrate ovvero la lettura delle targhe degli autoveicoli in transito.
Il trattamento (visualizzazione ed eventuale estrazione delle immagini) è effettuato da un designato di questo Ente espressamente individuato; il soggetto esterno (fornitore) che effettua l’assistenza e la manutenzione degli impianti può essere coinvolto nel trattamento. Il nominativo del designato e la ragione sociale del fornitore e di eventuali contitolari possono essere richiesti ai nostri uffici. Nel caso di ripresa di immagini concernenti ipotesi di reato, il designato provvederà a darne comunicazione all’Autorità giudiziaria o alle forze di polizia giudiziaria, trasmettendo copia delle stesse. Le immagini possono essere condivise con le Forze di Polizia.

La durata della conservazione.
Le immagini sono conservate per il tempo strettamente necessario al soddisfacimento delle finalità istituzionali per le quali esse sono state raccolte, in ogni caso per un periodo di tempo non superiore a sette giorni, La conservazione per un tempo superiore potrà essere fatta come documentazione per la contestazione di sanzioni, ovvero come elemento di prova di condotte illecite, aventi rilevanza penale. 

I diritti dell’interessato.
L’interessato ha i seguenti diritti garantiti dal GDPR: diritto di accesso ai dati (art. 15), diritto alla cancellazione (art.17), diritto alla limitazione del trattamento (art.18), diritto alla notifica (art. 19), diritto di opposizione al trattamento (art.21) e, se ricorrono i presupposti, il diritto di proporre reclamo al Garante per la protezione dei dati personali (art.77) (www.garanteprivacy.it) ovvero adire le opportune sedi giudiziarie (art.79). Nel caso specifico della videosorveglianza, per la modalità di raccolta automatica insita al sistema, non sono applicabili il diritto di rettifica (art.16) e il diritto alla portabilità dei dati (art.20).


